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The digital public sphere
The information society provides unparalleled opportunities for social inclusion, individual empowerment and the development of a truly dynamic and inclusive democratic space. Through these it offers our best opportunity to date of enshrining German sociologist and philosopher Jürgen Habermas’s model of the public sphere within our society. The public sphere is a key component of democracy in the modern communications society. It was first defined by Habermas in his 1962 book The Structural Transformation of the Public Sphere: An Inquiry into a Category of Bourgeois Society as ‘a place where everything became visible to all’ through discourse between citizens.
 This initial description being rather cryptic Habermas has continued to evolve his definition over the years with the classically accepted definition of the public sphere today being found in his 1996 text Between Facts and Norms as ‘a network for communicating information and points of view (i.e., opinions expressing affirmative or negative attitudes); the streams of communication are, in the process, filtered and synthesized in such a way that they coalesce into bundles of topically specified public opinions’.
 Habermas’s use of language, as one would expect of probably the leading contemporary expert on the philosophy of communications and language, is extremely precise. This sometimes makes a simple understanding of his concepts extremely difficult. Gerard Hauser of the University of Colorado offers a rather simpler description of the public sphere: ‘a discursive space in which individuals and groups congregate to discuss matters of mutual interest and, where possible, to reach a common judgment’.

The public sphere is seen as the mediating influence between two other spheres. The first is the private sphere (or in Habermas’s language ‘the private realm’) which is the space the citizen has free from the influences of government and public authorities: it is the place where family is found, usually the home. Martin Heidegger, who taught Jürgen Habermas, believed it was the only place where the citizen could truly be himself. At the other end of the scale is the sphere of public authority. This may be equated to a regulatory or control sphere. Here continuous state activity forms permanent relationships between the various offices of state and the key private bodies such as stock exchanges and media organisations. Private individuals who have no role in the sphere of public authority sphere are excluded from public authority because they have no office.

The problem Habermas identified was that without a functional public sphere to bridge the divide between the private realm and the sphere of public authority government was likely to become a bourgeois space with democratic failings. The solution was to be found in places where public discourse could take place to bridge the divide: for Habermas this was typified by the seventeenth-century coffee houses of London where discourse and political unrest could brew.
 Habermas believes the ideal type of public sphere is characterised by an ideal speech situation. He develops this in his 1983 text Moral Consequences and Communicative Action
 where he sets out three ‘universals’ for ideal speech.

Highlight Habermas’s three ‘universals’ for ideal speech
1.
Any and every subject capable of speech and [social] action may take part in discourses.
2.
Any participant may problematize an assertion. Any participant may introduce any assertion into discourse. Any participant may express his [or her] position, wishes and needs.
3.
No participant may be hindered through coercion internal or external to the speech situation, in perceiving his [or her] established rights.
Nowadays it is often assumed that with a liberal media, full enfranchisement for the adult population, protected free expression, and an apparently healthy public appetite for political discourse, the public sphere plays an active role within the democratic framework of modern society. But examined closely the types of political discourse found in even the most liberal of Western democracies offer fewer opportunities for the unrestricted trading in political opinion imagined by Habermas as being the model of a true public sphere. Even within the free democracies of Western Europe, North America or Australasia there are natural barriers to discourse. We see that opportunities for the proletariat to engage with the bourgeois are limited and controlled, with political hustings and meetings dominated by party activists or media organisations, while public monitoring tends to chill certain forms of public discourse,
 while legal controls chill others.

The internet seems to offer an alternative form of public sphere, one where political discourse may more freely be exchanged between the proletariat and the bourgeois, and one where thanks to the pseudonymity offered speech is less susceptible to chilling effects. This attractive prospect has encouraged many academics to discuss the ‘virtual public sphere’ as an extension of Habermas’s original public sphere.
 In a debate, which mirrors the wider regulatory debate between cyberlibertarians and cyberpaternalists, others argue that the design of cyberspace may restrict participation in the online environment.
 Thus, as with many other online freedoms, we find that participation in the virtual public sphere rests on a knife-edge as many of the threats discussed earlier in this book—threats to freedom of expression and discourse,
 access
 and privacy
—risk a lack of public confidence in the security of the virtual public sphere and in the freedom to take part in unfettered democratic discourse offered by the information society. This is not to say that the contribution the information society makes to the public sphere is to be ignored, or even undervalued. It affects our understanding of several areas of online activity which will be examined together in this chapter with the aim of taking a collective overview of how the information society is challenging the rule of law with regard to the regulation of political speech and content; and how the power of the network may be harnessed to assist with the dissemination of both political speech and public speech. It opens with a discussion of that most mundane of areas, of political speech communications between a government and its people.
27.1 E-government
The information society gives governments a unique opportunity to interact with their citizens. Tools for the distribution of information though government portals (web 1.0 government) have now been supplemented and even surpassed by interactive web 2.0 tools which allow citizens to search for jobs, claim benefits, enter and pay tax returns, make planning applications and objections and to obtain health and travel advice and support, among others.
For governments the benefits are clear: the direct costs associated with the operation of public services are reduced as the numbers of benefit offices, job centres, and local tax offices may be reduced as central (online) services pick up the bulk of initial contact enquiries. In addition it allows for the provision of 24/7 support, impossible when one is dealing with local offices and impractical when using telephone call centres. It also allows for the implementation of open government initiatives as documents, including policy documents, consultation documents, reports of committees and legal documents including Acts of Parliament and Statutory Instruments, may be placed in online depositories allowing citizens to access these at any time and at minimal cost. These activities are more than just cost-saving measures. As the American jurist Henry Perritt has demonstrated, open government is central to the rule of law, civil society and democracy.

Perritt in particular believes that in the information society governments have a duty to distribute material in digital form as opposed to paper form for as he argues ‘almost all business enterprises and intermediaries such as lawyers, the press, and interest groups use computer technology as their basic way of processing information. When information is available only on paper, it imposes additional burdens on them to translate it into electronic form.’
 He goes on to demonstrate an additional benefit in having material available online:
moreover, even individuals who do not use computer technology can benefit enormously from having public information available in electronic form, especially when it is available on the Internet. When such information is available to the Internet, a variety of electronic safety nets can function to help individuals obtain access to public information. These include not only public libraries but also a rich variety of intermediaries which can add specialised information value such as finding aids, pointers to other related information, and tags when the basic content is already available on the Internet. Regardless of whether custodial public institutions add value to the basic information they possess, they should make the basic content available on the Internet so that others can add value to it.

27.1.1 UK e-government
Perritt clearly demonstrates why the ‘digital public sphere’ is at the centre of democratic discourse in the information society. The UK government has been at the forefront of developments in this field with a plan for a coordinated e-government strategy since the creation of the office of the e-envoy within the Cabinet Office in 1998.
The e-envoy’s first task was to design a coordinated e-government policy for the UK and in April 2000 the office of the e-envoy brought forward their first major report e-government: A strategic Framework for Public Services in the Information Age.
 The strategy document attempted to tie together four strategic aims of the UK government: (1) to allow citizen choice in access to government services; (2) to make government and its services more available; (3) to afford greater social inclusion; and (4) to use information more efficiently.
 To achieve these outcomes the government set itself the target that by 2005 all government services were to be electronically accessible, unless it was impossible for operational or security reasons.
Although a highly ambitious target, electronic access was given a wide definition to include communication by email and where appropriate mediated access though the use of a call centre or similar intermediary. At the heart of the report were the creation of three internet portal services which could be used by citizens to access information relating to a wide variety of central or local government services: these portals are the GOV.UK portal.direct.gov.uk/, the rather less well-known local government information portal.info4local.gov.uk/ and Business Link portal .businesslink.gov.uk.
The portals were designed to provide a central access point for all citizens, businesses as well as individuals, to government services. Their design and construction were set out in a subsequent report of the Cabinet Office, e.gov: Electronic Government Services for the 21st Century.
 Here the prime minister set out the government’s ambitions:
Electronic service delivery will be a key source of innovation. We can use new digital channels to deliver better quality services to the citizen—available 24 hours each day, faster, more convenient and more personalised. By doing so, we will also stimulate the market for e-commerce, by encouraging the widespread adoption of these new technologies and creating new business opportunities.
I am determined that we should capitalise on these opportunities and that by 2005 at the latest, all government services will be online. Equally important is that by the same time, everyone should have access to the Internet, so that the whole of society can benefit.

To deliver on these promises the government set aside £1bn for the creation of the electronic delivery service as set out in the report with a further £4m ring-fenced to develop and build upon the original project.
 The electronic delivery service or EDS was designed to make use of multiple access points including access by PC, by mobile phone, and by dedicated portals in libraries, job centres and other public buildings.
 The aim of the new EDS programme was to refocus government onto the citizens by recasting them as the ‘citizen-customer’ and borrowing from the private sector. In casting citizens as ‘citizen-customers’ the government identified four roles government plays for citizens and collected their EDS system around these roles. These are set out in Table 27.1.
Table 27.1 Four categories of public service

	Type of service
	Function
	Examples

	Matching
	Matching up citizens with specific services and other citizens relevant to them at a particular time and in a certain area.
	Use the population’s health records to identify trends and statistical correlations. This could then apply to individuals to give advice on how to prevent illnesses and conditions they might be more likely to get.

	Personalising
	Services that are formulated for the needs of a single individual and no one else. The individual or the service provider can shape them.
	Inform citizens as they travel of the up-to-the-second integrated transport information relevant to their time and place. This could, for instance, help the citizen choose between different modes of transport. This can be delivered through a mobile phone.

	Pulling together
	Services that bring together in one place information on and services relevant to an issue or group of citizens.
	A tax proposal service that draws together all relevant information on the citizen (from banks and insurance companies) then completes that citizen’s tax ​assessment form and presents it to the citizen as a proposal, requesting signature.

	Democratising
	Typically services that allow citizens to express views.
	Enable citizens to vote for their constituency MP from anywhere in the country, or abroad, through the Internet. The tally is instantly counted by computer, allowing a longer time period in which citizens can vote.


From egov: Electronic Government Services for the 21st Century at para. 4.9 and Table 4.2.
The delivery of these services has seen an innovative mix of strategies, some more successful than others. Personalised services are the easiest to operate as the driver behind these is the citizen himself. There are a vast number of citizen-oriented personal services available in the UK including NHS Direct, Jobcentre Plus and Pathways to Work, and HM Revenue & Customs’ Self-assessment Online Service. These sites and many more are organised by the government’s primary citizen information portal: GOV.UK.
GOV.UK can perform a number of functions including matching services and pulling together services but it is probably most commonly used as a personalised gateway to government information. The site is organised around ten sub-gateways: (1) Driving, transport and travel; (2) Benefits; (3) Businesses and self-employed; (4) Employing people; (5) Education and learning; (6) Working, jobs and pensions; (7) Housing and local services; (8) Crime, justice and the law; (9) Money and tax; (10) Births, deaths, marriages and care; (11) Disabled people; and (12) Citizenship and life in the UK.
GOV.UK tends to provide information in one of three forms:
1.
general information and advice: usually non-interactive websites containing government advice and information such as Foreign Office travel advice or the address for a local job centre
2.
personalised information or advice: interactive services such as the benefits advisor tool ask citizens to fill in questionnaires or respond to prompts to produce a personalised service
3.
fully interactive services: these are sites which allow citizens to take advantage of government services or meet obligations to the state online and include HM Revenue and Customs Self-assessment Online Service as well as the DVLA’s licence renewal service or Job Centre Plus’s job search facility.
Even fully interactive services though merely reflect a digitisation of a previously extant relationship between citizen and state with the GOV.UK portal replacing traditional communications methods such as public advertising campaigns, mail, and telephone.
In comparison, the matching function offers us a glimpse into how e-government can produce a new experience for the citizen. The ‘Education and Learning’ gateway allows access to the online admissions procedures used by local authorities to allocate places at primary and secondary schools. This procedure is much more than the digitisation of a previous relationship between state and citizen as the electronic admissions gateway allows parents a number of options previously not available including applying for schools places in neighbouring authorities.
In July 2009 in response to the H1N1 Swine Flu pandemic the government launched the National Pandemic Flu Service (NPFS), available as an online and telephone service. The service was designed to give primary advice and care to patients in England and Wales who developed flu-like symptoms. Information drawn from the site and the call centre was used to correlate information on incidences of swine flu, locations of ‘hotspots’, and ongoing advice to citizens. By visiting the NPFS site concerned citizens would receive advice such as:
estimates [suggest] there were 110,000 new cases of swine flu in England last week. This is only slightly up from 100,000 the previous week. This suggests that the rate of infection has started to slow. This may be down to the start of the school holidays and the launch of the National Pandemic Flu Service. There is no sign that the virus is becoming more severe or developing resistance to antivirals. The small number of deaths has mainly been in older children and adults with underlying risk factors. There has been a decrease in the estimated number of cases in five to fourteen year olds. Estimated cases have continued to increase in other age-groups and in the North.

This gives the populous up-to-date information in a way which would have been almost impossible in the pre-e-government era. In addition the site carried advice on how to reduce risk factors and how to diagnose flu and receive treatment. This information was only available in this form because of the power of the e-government portal, it is the archetypal ‘matching’ service described nine years earlier in e.gov: Electronic Government Services for the 21st Century: ‘use the population’s health records to identify trends and statistical correlations . . . applied to individuals to give advice on how to prevent illnesses and conditions they might be more likely to get’.
By 2009 therefore the UK had a stable e-government platform offering matched and personalised services. Experiments with democratic and ‘pulled’ services were less successful. E-voting has become relatively commonplace since 2000 and the UK has experimented with e-voting at several levels including text voting and internet voting. The management of e-voting trials was placed with the Electoral Commission who operated a pilot scheme from 2002 to 2007. During that time they conducted e-voting pilots in local government and European elections in Rushmoor, Sheffield, Shrewsbury, Atcham and Swindon. The largest trial was in local and European elections in Sheffield in 2003 when 174,000 citizens were given the opportunity to vote using the internet, kiosks and mobile phones. Although the Sheffield trial initially appeared to be successful with 40% of voters choosing to use an electronic voting channel the trial revealed some potential problems with e-voting.
 The biggest problem was security. In their final report on the e-voting pilot scheme in 2007 the Electoral Commission reported that ‘there was an unnecessary high level of risk associated with all pilots and the testing, security and quality assurance adopted was insufficient. There was a general lack of transparency around the technology and its use.’
 Additionally the Electoral Commission noted there were high costs for little increase in democratic participation: ‘The additional costs for e-voting varied from approximately £600,000 to £1,100,000. The cost per registered elector also varied widely, from approximately £1.80 in Sheffield to £27 in Shrewsbury & Atcham. The cost per e-voter was extremely high, varying from about £100 to £600.’
 This cost may have been acceptable for a large upturn in voter turn-out but the report found that ‘the majority of those who voted electronically are likely to have voted anyway via another channel’,
 while figures available publicly reveal that in the Sheffield trial there was only a 5.2% increase in voter turn-out.
 As a result the Commission recommended that:
No further e-voting pilots are undertaken until the following three elements are in place:
(1)
There must be a comprehensive electoral modernisation framework covering the role of e-voting, including a clear vision, strategy and effective planning. The strategy must outline how the important issues of transparency and public trust will be addressed and should outline the process by which a more cost-effective deployment of the technology can be achieved.
(2)
A central process must be implemented to ensure that tested and approved e-voting solutions can be selected by local authorities. This could be achieved either through an accreditation and certification process or through a more robust procurement framework than is currently in place. This process must be used to enforce the required levels of security and transparency.
(3)
Sufficient time must be allocated for planning e-voting pilots. This should be approximately six months between the time the supplier contract is awarded and the elections.

The government has to date taken no steps to restart e-voting trials and with the announcement of Lord Bach in 2009 that ‘the Government currently have no plans to extend the use of e-voting to mainstream elections’
 it would appear unlikely that progress on the democratising function of e-government will be felt anytime soon.
27.1.2 The ministerial declaration and transformational government
Although the UK could claim to have stolen a march on other governments with its early declarations of e-government services and the design of the GOV.UK portal by 2004, governments throughout the EU were all designing their own e-government systems by the early years of the new millennium. As a result a series of Europe-wide initiatives were developed. Prime among these is the Ministerial Declaration on eGovernment agreed at the Lisbon eGovernment conference of 2007.
 The declaration agrees on four ‘priority policy actions’ and a number of subsidiary actions. The ‘priority’ actions are: (1) cross-border interoperability, (2) reduction of administrative burdens, (3) inclusive egovernment and (4) transparency and democratic engagement.
Cross-border interoperability requires member states to develop a pan-European approach to the delivery of certain key projects. The key concern here is that, by developing non-interoperable systems of e-government, member states may undermine the functioning of the single market. This is of particular concern in e-procurement projects, where governments solicit the supply of goods of services for public projects through the e-government portal. The concern at the European level is that as different governments adopt different e-procurement systems the internal market for the supply of public sector goods and services becomes fractured. Because of this risk the declaration requires governments of member states to ‘identify the areas in which Member States would cooperate and determine, with the European Commission, the appropriate modus operandi to define, develop, implement and monitor broad cross-border interoperability’.
 This requirement is more than just an instruction to governments. It is backed by legal requirements put in place in the Services Directive of 2006.
 By Art. 8(1) ‘Member States shall ensure that all procedures and formalities relating to access to a service activity and to the exercise thereof may be easily completed, at a distance and by electronic means, through the relevant point of single contact and with the relevant competent authorities.’ A ‘service’ is defined by Art. 4 as ‘any self-employed economic activity, normally provided for remuneration’. Thus e-procurement procedures must be designed in such a manner as to allow equality of access from any point within the EU.
Reduction of administrative burdens requires member states to use ‘eGovernment as a lever to contribute to the achievement of the objective of reducing administrative burdens for citizens and businesses in Europe, by [making] use of the possibilities for re-use of information with due respect to the legal frameworks, in particular data protection legislation and [paying] special attention to small and medium enterprises (SMEs) as priority beneficiaries of burden reduction and streamlined public services’.
 The aim here is to pass on at least some of the transactional savings governments make by introducing e-government systems to citizens and small businesses. The aim is to improve competitiveness of small and medium-sized enterprises while reducing the administrative burden for citizens. Inclusive e-government requires member states to ensure that all citizens benefit from e-government services by ensuring that services are equally available and accessible to all citizens. This may require member states to take action to translate content into languages other than the official language of the state or to take steps to reduce the effects of digital exclusion and digital divide (discussed below) by making services accessible through terminals and kiosks in public buildings such as libraries, job centres or community centres. Finally the requirement of transparency and democratic engagement asks member states to take action to ‘Explore new ways of public participation and increased transparency enabled by innovative ICT technologies for democratic engagement and transparency.’
 This includes experiments in e-voting, such as the UK has trialled and abandoned for now, but also access to parliamentary reports and debates as well as draft and current legislation. The UK excels in these forms of transparency through sites such as parliament.uk which provides access to parliamentary reports, bills, Hansard and video and audio footage of debates and committee hearings, as well as giving advice on how to visit Parliament and legislation.gov.uk, which provides free access to updated versions of Acts and regulations.
27.2 The digital divide
A major problem of the digital public sphere is engaging participants in the discourse necessary for good democratic interaction. This means bridging the digital divide. The digital divide is an often misused term to describe the distinction those who have internet access and those who do not. As Daniel Paré points out the danger of this approach is to become ‘techno-centric’ by focusing on the technology rather than the social skills one must possess to gain the full benefit of digital access and the social implications of lacking these skills.
 This is a common view held among sociologists which leads to a much finer classification of the digital divide in sociological texts than is commonly found in legal textbooks. Probably the most complete classification is to be found in Pippa Norris’s book Digital Divide.
 In this she identifies three distinct aspects of the digital divide.

Highlight Norris’s three aspects of the digital divide
The global divide refers to the divergence of internet access between industrialised and developing societies. The social divide concerns the gap between information rich and poor in each nation. And lastly within the online community, the democratic divide signifies the difference between those who do, and do not, use the panoply of digital resources to engage, mobilise and participate in public life.
This distinction is both important and valuable for studies of the digital divide and for discussions of the digital public sphere. Here we see that access to computers and computer networks is only part of the divide that prevents individuals for playing a full role in the digital public sphere.
27.2.1 The global divide
In using Norris’s classification we see a distinction between the global divide which is the divide commentators most commonly mean when they discuss ‘the digital divide’ and the social and democratic divides which are more relevant to the digital public sphere. The global divide refers to the international sphere of the digital divide.
In its first incarnation it was the divide between nations and regions with stable internet access and those without. As Norris explained, by the year 2000 the internet had available over two billion pages of data, which was accessible by about 400 million users: in other words about 7% of the global population.
 This divide was the focus of most academic study and international cooperation. Norris explains that a number of major international organisations became involved in the movement to alleviate the global digital divide including the United Nations, UNESCO, the OECD and the G8 grouping of leading industrial nations.
 These organisations have spearheaded a decade of innovation and investment which has reduced the global divide significantly. The success of programmes such as the One Laptop Per Child initiative as well as the development of satellite and wireless mobile access in Africa meant that by July 2018 the global internet population had grown significantly to 4.2 billion users or 55.1% of the global population.
Although these figures demonstrate there is still work to be done, progress is clearly being made. In particular the data shows that while North America, Europe and Australasia have experienced an average growth rate of 354% over these 18 years, developing nations have driven the growth in the internet population with the average growth rate across Asia, the Middle East, Latin America, the Caribbean and Africa being 4780%.
 The statistics also show there is still work to be done to close the global digital divide as internet penetration within North America, Europe and Australasia is at 83% as against 54.2% in Asia, the Middle East, Latin America, the Caribbean and Africa.
 Additionally, the figures do not take account of the type of internet access available to users. OECD data reveals that the top 30 countries for broadband penetration in 2015 (whether calculated by numbers of subscribers or by ratio of the population) were all located in Europe, North America or Australasia with the exceptions of Japan, Israel, Chile, Mexico, Colombia and South Korea.
 This tells us that the speed of access outside the traditional centres of internet content production and distribution remains relatively slow, making full use of internet facilities such as video-on-demand and music streaming and file-sharing more difficult.
27.2.2 The social divide
The global digital divide remains a current issue, but to solve a problem as vast as this requires global action and consensus and the continued investment of significant resources. This is an issue of global politics, international investment and aid, not a subject for textbooks of law. By comparison the issues caused by the social divide and the democratic divide are mostly of local effect and require the involvement of local and regional governmental solutions often partnered with educational initiatives: in other words questions of democracy, accountability and regulatory control and intervention, clearly subjects which should be at the heart of any book hoping to contextualise legal challenges and developments within their social framework.
The social divide, unlike the global divide, focuses upon the access divide within individual countries or societies. It thus focuses on degrees of penetration and access within a single nation. As Norris explains, even the US which has the highest level of penetration and access worldwide suffers a social divide: a ‘1998 survey found that affluent households (with income of $75,000 and above) were twenty times as likely to have Internet access as those at the lowest income levels, and more than nine times as likely to have computer access’.
 This stratifies society, and therefore undermines the development of a digital public sphere as, instead of providing a common sphere connecting the private sphere and the sphere of public authority, the digital sphere becomes a habitat only for the bourgeois. This reinforces the sphere of public authority and excises the proletariat. It is therefore essential that governments take action to reduce the social divide if the digital public sphere is to function.
The UK government has taken considerable steps to attempt to reduce the social divide through programmes and policies such as the ambitious Becta Home Access Scheme announced in 2008 by the prime minister. This was designed to ensure every schoolchild in the UK is afforded broadband-enabled internet access at home by 2011 though a £300m government investment.
 Raw data also suggests that the UK is closing the social divide with the Office of National Statistics reporting that ‘in 2011, 19 million households in Great Britain had an Internet connection. This represented 77 per cent of households, up from 73 per cent in 2010 . . . Broadband has now almost entirely replaced dial-up Internet, with 93 per cent of Internet connected households using broadband compared with 84 per cent in 2007.’
 Despite this apparent success the data also reveals work still to be done:
Despite the growth in household Internet connections over recent years, there were still 5.7 million households which were without an Internet connection. Some householders suggested that specific barriers were preventing them from investing in a household Internet connection; for example 19 per cent indicated that equipment costs were too high, while 21 per cent stated that lack of skills prevented them from getting the Internet.

Again the UK seems to have been successful in reducing the costs of getting online. Competition in both the hardware and access markets has seen the cost of getting online fall dramatically in the last ten years. In 2003 a standard desktop computer would cost around £750. A similar machine now may be purchased for around £350. Laptops have fallen in price even further from around £899 in 2003 to under £300 in 2018. The price of internet access has also fallen dramatically. In 2003 most users used dial-up internet access but the cost of an unlimited account at 56.6Kbps speed was likely to be in the region of £20 per month. By 2018 fibre access at 63Mbps was available at about the same price; fast fibre broadband of about 32Mbps can be had for £10 per month. Obviously these reductions have been primarily driven by market forces but the UK and the EU have taken steps to ensure the market functions correctly, and it is thanks to these interventions that the social divide is closing.
27.2.3 The social divide: opening competition in products and services
The need for intervention in the telecommunications sector to ensure level competition in first dial-up and later the broadband internet access market has been recognised for some time. As early as 1993 the European Union began to examine how to break up the natural monopoly control former state telecoms companies exercised over the so-called ‘local loop’: the final physical connection, usually a copper wire, which connects the customer to their local telephone exchange.
As most local connections had been made in the days of state telecoms monopolies, the companies which inherited the local loop upon privatisation, such as BT in the UK, could exert so called ‘gatekeeper control’ over possible competitors, preventing competition for subsidiary services such as ADSL internet access. This meant that unless this monopoly could be broken up the only way new entrants into the telecommunications/internet access market could compete with incumbents was to build their own networks at some considerable cost. Recognising that incumbent telecommunications companies held a distinct market advantage over competitors, an advantage most had gained through much earlier public investment in building the telecoms network, the EU took steps to break the incumbent monopoly by instigating a process known as local loop unbundling (LLU). This reached fruition in December 2000 with the promulgation of the Regulation on Unbundled Access to the Local Loop.
 This provided that ‘Notified operators shall publish from 31 December 2000, and keep updated, a reference offer for unbundled access to their local loops and related facilities. The offer shall be sufficiently unbundled so that the beneficiary does not have to pay for network elements or facilities which are not necessary for the supply of its services, and shall contain a description of the components of the offer, associated terms and conditions, including charges.’
 In effect this means that telecoms companies put on notice (usually ex-state privatised operators) were required to allow competitors access to the local loop to offer competing services, and were required to provide differing levels of access depending upon the use the competing company wished to make of the local loop. Thus an internet access provider could seek data-only access, negating the need for them to pay the full cost of voice+data access.
To ensure that incumbents did not overcharge for access the regulation gave states regulators the power to oversee the market, and if necessary to impose reductions in pricing.
 In the UK the power to supervise LLU was given to Ofcom. They have supervised the unbundling of the UK local loop since 2000 and in that time have seen nearly 9 million lines being unbundled.
 They have also closely monitored costs with the most recent ‘sustainable competition prices’ set by Ofcom for BT Openreach setting the wholesale price of a complete unbundle (voice+data) over fibre at £88.80 per annum.
 These controlled prices allow for active competition in both the telecommunications and internet access market. 
Internet access costs are not the only costs which affect the ability of the less wealthy to get online. One of the major initial and ongoing costs of running a computer is the cost of essential software such as the operating system. Like the telecommunications sector it was quickly recognised that a monopoly provider of such software had emerged with Microsoft supplying up to 95% of operating software for Intel-chipped personal computers.
 This was felt to be harmful to consumers in two ways: (1) by reducing choice and competition in both the operating system market and so-called downstream markets for applications software such as office software, media players and internet browsers; and (2) by causing consumers to overpay for a product they had no choice but to buy as it came pre-installed on their new PCs.
This led competition authorities on both sides of the Atlantic to take action against Microsoft. In 1998 the US Department of Justice filed a number of anti-trust actions against Microsoft. The focus of the US action was on Microsoft bundling its Internet Explorer Web Browser with its Windows operating system. This, it was widely assumed, was to commercially undercut the market for competing browser Netscape Navigator which at that time was the market leader. Microsoft argued it was due to developments in both programs which meant they interoperated with each other.
Eventually after three years of litigation, which included a finding of fact before the District Court for the District of Columbia,
 an agreement between the US Department of Justice and Microsoft was brokered. Under the terms of the deal Microsoft would make public its applications programming interface (this is the interface between the operating system and the applications software) and agree not to penalise any original equipment manufacturers who installed any product which competed with Microsoft products in the ‘installed build’ of their machines (i.e. the software which is bundled on a new computer).
 This has had little impact on the operating system market with Microsoft still reported to control 95% of that market but it has freed up the market for internet browsers. In January 2002 Microsoft controlled 86.8% of the browser market, but by January 2013 this had fallen to 14.3%. In that time Microsoft lost their position as market leader to Google who control 48.4% of the market with their Chrome browser.

A similar competition action was launched in Europe. The focus of the European case was also bundling but here the focus was on the bundling of the Windows Media Player multimedia player and on the charges Microsoft required in royalty payments to gain access to Microsoft’s Windows operating system when producing Windows compatible software. The case began in 1993 and only came to an end in 2012 (with still the possibility of another appeal). It has led to fines totalling €1.67bn for a number of infractions of EU competition law. The two largest single fines were an initial fine of €497m levied in the initial Commission decision of 23 March 2004 which also required Microsoft to divulge the server information to competitors within 120 days and to produce a version of Windows without Windows Media Player within 90 days,
 and a subsequent fine for non-compliance of €899m levied on 27 February 2008.
 Microsoft appealed the second fine arguing that they were taking steps to comply with the Commission ruling and in June 2012 the General Court reduced that fine slightly to €860m, deciding the Commission had miscalculated the correct level of the fine.
 The result of all this may appear minimal. The Commission forced Microsoft to make available in Europe a version of Windows which does not come bundled with Windows Media Player, although few equipment manufacturers choose to install it, and vendors of interoperable commercial software benefit from reduced royalty rates payable for access to Windows interfacing, down from 5.95% of revenue to 0.4%.
How, though, does all this affect the social divide? Well, as with the US anti-trust investigation it has had an effect wider than simply Microsoft’s market share of the operating system market which has remained stable. It has led Microsoft to announce its Office software will support open document format.
 This allows individuals who need to work on documents created on MS Office software at school, university or in the workplace to use a cheaper alternative at home such as Sun Microsystem’s Star Office, or even free alternatives such as Open Office or Google Docs. This has led to greater competition forcing discounting from Microsoft. In 2000 the standard edition of MS Office 2000 cost £340 plus VAT; in 2013 the same software may be bought by the home user under a home and student licence, first introduced in 2003, for only £90 including VAT. Similarly, the cost of the Windows operating system has been reduced from £129 (upgrade price for Windows 2000) to £60 (Windows 8 home premium edition). These reductions in price contribute to cheaper home computing, allowing for a narrowing of the social divide. These actions should therefore be seen as more than simply competition law actions: by increasing competition they have reduced prices of both original equipment and upgrades. This allows for greater uptake of home computing among the less financially wealthy sectors of society which make up the plebiscite. By closing the social divide the digital public sphere has life breathed into it.
The social divide remains a real barrier to entry to the digital public sphere and regulators must continue to act to close the divide. Fortunately strong competition in all sectors from chip production to internet access continues to lower the cost of running a computer. As seen in the Office of National Statistics data this is helping to close the divide but there remains one additional problem. When citizens go online, do they engage in democratic discourse? This is the question posed by the democratic divide: the divide between those who use the internet for political discourse and civic engagement and those who do not. To answer this question we must return to look at the blogosphere and social networking.
27.3 The democratic divide
The democratic divide may be the most difficult of the three divides to bridge in the pursuit of the digital public sphere. Although cyber-optimists believe the internet offers the best opportunity to date for citizens to engage in direct democracy via a number of channels ranging from the creation of online interest groups, through to direct engagement with politicians in online fora and Q&A sessions and ultimately to online voting and referenda, there is a group of cyber-pessimists who believe that ‘digital technology [is] a Pandora’s box unleashing new inequalities of power and wealth, reinforcing deeper divisions between the information rich and poor, the tuned-in and the tuned-out, the activists and the disengaged. This account stresses that the global and social divides already discussed mean that Internet politics will disproportionately benefit the elite.’

The truth is probably somewhere between the two. While, as we have seen, experiments with electronic voting have had only limited success in the UK, there has been a growth of direct engagement between politicians and citizens demonstrated in such varied outposts as the 10 Downing Street Twitter feed, the Conservative Party’s WebCameron video blogging service and the rise of politically motivated Facebook groups such as UK Shadow Parliament and Liberal Drinks UK.
 How then can lawyers and law-makers support the development of the digital public sphere by closing the democratic divide? The key is to engage a wide range of politically inactive or politically indolent groups and individuals, while protecting the democratic values of our society. To date, this has meant engaging with two new forms of political discourse unique to the digital public sphere, the blogosphere and social networking.
27.3.1 The democratic divide and the blogosphere
The blogosphere supported the first generation of direct digital democracy. The blogosphere has a healthy mix of citizen journalists and professional journalists and lobbyists. They range from widely read professionals such as Guido Fawkes and Ian Dale to lesser-known bloggers such as Hopi Sen and Dick Puddlecote. They also range from generic political blogs such as those mentioned to special interest, or single-issue blogs such as NightJack (an erstwhile blog written by a police constable on frontline policing and discussed below), Inspector Gadget (a serving UK police officer) and Nearly Legal (which looks at housing law issues). Additionally there are a variety of forms of blog, ranging from the traditional written blog, to vlogs (video blogs often hosted on sites such as YouTube) to micro-blogs (as pioneered by Twitter). Each fulfils a different role in the digital public sphere. Blogs are places of discourse and often follow the Socratic method of discourse where an original viewpoint will be challenged by a counter-viewpoint in the comments that readers leave: a dialogue between the original poster and the commentator often follows developing ideas and concepts. Vlogs are usually more didactic. The blogger makes a recorded speech which is designed to be viewed. Although sites such as YouTube and Metacafe do offer feedback on posted videos these are not designed to offer the Socratic experience of a blog.
 Finally micro-blogging is about immediacy and networking. The value of a micro-blog is that it can very quickly reach a large audience due to ‘push’ technology which sends your update directly to your followers. It is highly interactive and may be seen as Socratic, but the limitations of micro-blogging (Twitter limits tweets to 280 characters) mean that meaningful discourse is extremely difficult. It may be best to think of micro-blogging as more of a ‘pub conversation’.
The blogosphere brings incredible vibrancy to the digital public sphere but with this vibrancy comes risks. As was discussed in chapter 5 the power and freedom of expression afforded by the digital public sphere must be balanced with responsibility on the part of the participants. The public sphere is a place of discourse not discord. To return to Hauser’s definition it is ‘a discursive space in which individuals and groups congregate to discuss matters of mutual interest and, where possible, to reach a common judgment’.

The risk of the blogosphere is unchecked and irresponsible speech which causes a cacophony rather than discussion. This danger arises for, as discussed in chapter 6, there is no filtering mechanism between writing content and publishing content. With traditional media, the publication process ensured all discourse was filtered through intermediary editors and publishers, and where necessary legal advice would be taken before publication took place. This initial filter ensured only reasonable expression entered the public sphere. There were of course risks that the sphere was controlled by a few publishers and press barons (who were part of the sphere of public authority) and for this reason many see the digital public sphere as a positive development.
 Others, though, caution against inherent risks found in the blogosphere. Most famously US law professor Cass Sunstein suggested in his book Republic.com the nature of the internet was to isolate individuals behind filters and screens rather than to provide for community building and democratic discourse.
 Sunstein suggested that while a well-functioning system of deliberative democracy requires a certain degree of information so that citizens can engage in monitoring and deliberative tasks,
 the ability to filter information offered by digital technologies interferes with the flow of this information in two ways. The first is that the user may simply choose not to receive some of this information by using filters to ensure they only receive information of interest to them, this is the creation of the so-called Daily Me, a personalised news service which only carries news of interest to the reader.
 As such there is no homogeneity of information across the macro community of users of the internet making truly deliberative democratic discourse impossible. Further Sunstein recognised that with the advent of internet communications it becomes easier to locate like-minded individuals whatever one’s shared interests may be. This creates in Sunstein’s words ‘fringe communities that have a common ideology but are dispersed geographically’.
 In turn this leads to community fragmentation.
Sunstein’s argument raises the spectre of fragmentation within the public sphere rather than discourse. This occurs when either two groups never engage: such as when right-wing bloggers only discuss items of interest within their community with each other and fail to engage for example with left-wing bloggers (a process called disengagement), or when groups simply ‘talk past each other’ with competing but unengaged discussions (non-engagement). We can see each in action with some examples:
Example Disengagement
Aisha is a right-wing political blogger. She operates the blog Pitt’s Younger Place. She is also a member of a group of right-wing bloggers called Churchill’s Inner Circle. Blair, who is also a member of Churchill’s Inner Circle breaks the news on his blog that a senior Labour cabinet member is having an affair with a businessman who has received extensive financial support from the government for his new factory. Several other sources including mainstream media and left-wing bloggers state this is not true. Aisha, though, does not read any of these and simply recounts the details of Blair’s original blog entry in her blog.
Example Non-engagement
A further story breaks. This time it is Aisha who breaks the story that a Labour Party donor has avoided the payment of tax duties in the UK by moving his operations overseas. Charlene operates a left-wing blog Atlee’s World View. She writes that the donor’s business interests moved overseas due to a government initiative to assist developing nations and that no tax is avoided. Aisha then writes a further story that the donor has been avoiding tax for several years. Charlene writes a further story that the donor’s business remains domiciled in the UK for tax purposes. Neither acknowledges the other point of view despite several mainstream media outlets carrying out extensive investigative reports which reveal there is an element of truth in both positions.
There is much the law may do to assist in the development of the digital public sphere, and to reduce the risk of non-engagement and disengagement. First, it is important that bloggers are aware of their duties and responsibilities to their fellow citizens. This means it is essential that bloggers should not feel immune to the controls which restrict free expression in society for the good of society as a whole. Bloggers are keen to invoke the protection of Art.10 of the European Convention on Human Rights as given effect by s.1 of the Human Rights Act 1998. In full Art.10 states:
1.
Everyone has the right to freedom of expression. This right shall include freedom to hold opinions and to receive and impart information and ideas without interference by public authority and regardless of frontiers. This article shall not prevent States from requiring the licensing of broadcasting, television or cinema enterprises.
2.
The exercise of these freedoms, since it carries with it duties and responsibilities, may be subject to such formalities, conditions, restrictions or penalties as are prescribed by law and are necessary in a democratic society, in the interests of national security, territorial integrity or public safety, for the prevention of disorder or crime, for the protection of health or morals, for the protection of the reputation or the rights of others, for preventing the disclosure of information received in confidence, or for maintaining the authority and impartiality of the judiciary.
The key is Art.10(2) which strictly limits the freedom offered in Art.10(1). This has long been recognised and accepted by media outlets, with in particular the law of defamation controlling the greater excesses of the media. Thus, as was extensively discussed in chapter 7, individuals who make comments of an untrue and harmful nature about another person risk an action in defamation. The problem with the application of the law of defamation in the digital public sphere is the reactive nature of legal rules. Whereas in traditional mainstream media the publisher would control content through pre-publication procedures, meaning that the harm caused by defamatory content is limited, the temptation for online bloggers is to publish whatever is most likely to draw the largest audience to their site whatever the effect is on other citizens. This temptation is driven by the profit model for online publishing which rewards bloggers for drawing a larger audience, and by the rewards afforded to internet celebrities such as Perez Hilton. Buoyed by these potential rewards, feeling secure in the privacy of their own study and protected by pseudonymity, bloggers are more likely to defame or invade privacy than mainstream journalists.
 This has led Professor Daniel Solove to note that:
When we envision a blogger, who do we see? I bet for many of us [we imagine Professor Eugene Volkh of the Volkh Conspiracy blog]. We see blogging as something that enhances the freedom of the little guy, providing new ways for people to engage in expression and self-development. But the average blogger isn’t Eugene, and the average blog isn’t anything close to scholarship. According to one estimate, over fifty percent of blogs are written by children and teenagers under age nineteen. About twenty percent of teens with Internet access have a blog. The most common blogger is a teenage girl. Many blogs are more akin to diaries than news articles, op-ed columns, or scholarship. And that’s why there’s a problem. From the dawn of time, people have engaged in gossip. According to one study, about two-thirds of all conversations involve gossip. As Keith Devlin notes, ‘What people talk about is mostly other people.’ Before the advent of modern communications technology, gossip would remain within an individual’s social circle––the group of people with whom that person associates. We live amid a number of social circles, such as our colleagues at work, various groups we belong to, and different circles of friends. We share information within these circles. It is often rare for gossip to leap from one social circle to another—because people in one social circle will often not know or care about a person in a completely different circle. But when gossip goes online, it transforms from forgettable whispers within small local groups to a permanent and widespread record that can be pulled up instantly in a Google search. Gossip can more readily jump the boundaries of various social circles, because all it takes is for the gossip to come to the attention of a popular blog, where it can quickly become the buzz of the blogosphere and spread far and wide throughout cyberspace.

Thus Solove believes that blogs mostly do not drive the digital public sphere. Is there anything the law can do to rebalance the contribution of blogs to the digital public sphere? Solove believes that bloggers must be made responsible for their actions by recognising limitations in the right to free speech where the blogger invades the privacy of another or potentially defames them.
 This of course reflects the position already held in UK law, which, to an American observer such as Solove, offers extensive protection against both defamation
 and invasion of privacy.
 The truth is that the legal system already has in place the necessary tools to encourage the cultivation of greater discourse in the public sphere. The problem is that bloggers, on the whole, like file-sharers, seem to view the rules on defamation and invasions of privacy as outdated and not applicable to them. This is the challenge discussed in depth in chapter 7.
27.3.2 Anonymity and free speech
Not all bloggers act in an irresponsible manner. Sometimes blogs really do shine through as works of genuine quality and in these cases it may be the role of the law to protect the blogger rather than to seek to curb their expression; a prime example being blogs written by whistleblowers and ‘employee insiders’.
A whistleblower is an individual who alleges misconduct, deceit or illegality within an organisation. Whistleblowers are often employees of the organisation in question and as such they place themselves at risk of disciplinary action up to and including dismissal. For this reason the law protects actions defined as ‘disclosures in the public interest’. The relevant protection is to be found in the Public Interest Disclosure Act 1998, which added a new Part IVA to the Employment Rights Act 1996. This provides a very narrow defence that only protects ‘qualifying disclosures’, which are ‘disclosures of information which the worker reasonably believes tend to show one or more of the following matters is either happening now, took place in the past, or is likely to happen in the future: (a) a criminal offence; (b) the breach of a legal obligation; (c) a miscarriage of justice; (d) a danger to the health or safety of any individual; (e) damage to the environment; or (f) deliberate covering up of information tending to show any of the above five matters’.

In the event if the disclosure is a ‘qualifying disclosure’ it may generally only be disclosed to a closed list of recipients. These are the employee’s employer or some other person responsible for the activity, the employee’s legal advisor, a minister of state or a prescribed regulator.
 Only when exceptional circumstances arise will the employee be protected if she makes a general public disclosure. First, the worker must: (a) make the disclosure in good faith; (b) reasonably believe that the information, and any allegation contained in it, is substantially true; and (c) not act for personal gain. In addition, one or more of the following conditions must be met: (a) the worker reasonably believed that she would be subjected to a detriment by her employer if disclosure were to be made to the employer or to a prescribed person; (b) in the absence of an appropriate prescribed person, the worker reasonably believed that disclosure to the employer would result in the destruction or concealment of information about the wrongdoing; or (c) the worker had previously disclosed substantially the same information to her employer or to a prescribed person.

It is clear that the narrow protections afforded by the Public Interest Disclosure Act will not protect a whistle-blogger who writes a blog detailing the day-to-day failings of his or her employer, even if their employer is a public sector employer. The truth of this situation came to light in the recent case of Author of a Blog v Times Newspapers Ltd.
 The blog in question was the Orwell Prize-winning
 blog NightJack, written by a detective in an English northern police force. NightJack clearly at points revealed information which could be protected by the Public Interest Disclosure Act, such as this entry describing the making of an arrest which revealed criminal activity in the force: ‘Lee takes his watch and wallet as trophies. Stamps on Mike’s head more for the sake of completeness than anything, I mean, that’s just what you do, you stamp the head when they are down. Everyone does that. It’s soft not to.’
 In May 2009 journalists from News International identified the author of the NightJack blog. They informed the police service and sought to publish his identity. The author, as claimant, sought an injunction against publication of his identity or information which would lead to his identity being revealed. As his actions were not covered by the Public Interest Disclosure Act the claimant sought to rely upon the common law of confidence and privacy as well as his rights under Art. 8 of the European Convention on Human Rights (ECHR). Interestingly, though, the primary argument put forward by counsel for the claimant is a public sphere argument:
Mr Tomlinson’s primary argument was simply that the claimant wished to remain anonymous and has taken steps to preserve his anonymity accordingly. He says that the defendant is fully aware of the claimant’s wish and that, in the circumstances, there is no justification for ‘unmasking’ him, as he is entitled to keep his identity as the author of the blog private and confidential. Indeed, it is submitted as a general proposition that ‘there is a public interest in preserving the anonymity of bloggers’.

Eady J, however, did not believe it was in the public interest to extend privacy in this fashion:
Hitherto, in those cases which have come before the courts where the claimant relied successfully upon the recently developed cause of action, in the absence of any pre-existing relationship of confidence, the information in question has been of a strictly personal nature concerning, for example, sexual relationships, mental or physical health, financial affairs, or the claimant’s family or domestic arrangements. I am not aware of a case in which, as here, there is a significant public element in the information sought to be restricted. I have in mind, of course, that what the claimant seeks to withhold from scrutiny is the identity of the person communicating to the public through his blog. Those who wish to hold forth to the public by this means often take steps to disguise their authorship, but it is in my judgment a significantly further step to argue, if others are able to deduce their identity, that they should be restrained by law from revealing it . . . I consider that the claimant fails at stage one, because blogging is essentially a public rather than a private activity.

Eady J did go on specifically to examine whether the political nature of the NightJack blog may afford some further protection to the claimant under Art.10 of the ECHR. Perversely he found the political nature of the communication actually reduced the author’s right to free expression for as a serving police officer ‘the discharge of public duties requires [him] to stand aside from the cut and thrust of such debate’.
 Ultimately Eady J refused the application allowing The Times to publish the identity of the author of the blog, noting: ‘it is necessary for me to have in mind the provisions of s.12 of the Human Rights Act 1998, since the injunction sought would restrain The Times from exercising its right of freedom of expression’.

Following the publication of the identity of the author of the blog the NightJack blog has been deleted subsequent to disciplinary action taken by Lancashire Police against a detective constable with the force. Although Eady J may have been legally correct, the decision has been criticised by many as being morally wrong.
 The Times published a minor news story while a prize-winning blog was closed down. Although Eady J was undoubtedly right to hold that The Times had broken no confidence and had a right to free expression the decision undoubtedly diminished discourse within the digital public sphere.
This is a future challenge for the legal system. We must decide whether Eady J’s decision in Author of a Blog is the right one for the digital public sphere. Which is more harmful: pseudonymous blogs written by teachers, police officers, MP’s researchers, and NHS staff, or the chilling effect of decisions such as Author of a Blog? Only when we can clearly answer that question will the law be able to move forward.
27.4 Conclusions
This chapter has covered a lot of ground. This reflects the complexity of the challenge facing lawyers and law-makers in this most vital of subjects to anyone who contributes to the digital public sphere. There seems little doubt that the digital public sphere is unlikely to meet all of the characteristics of Jürgen Habermas’s ideal model of the public sphere. Like all prior forms of communication it has inherent flaws which mean that a number of participants are excluded from participation in the discourse that takes place in the digital public sphere either because they lack the means to access the sphere or they lack the skills to participate. Even when participants benefit from all the necessary advantages to allow them to fully participate we find that then they fail to engage with one another, or even that they fail to engage at all preferring gossip and rumour to democratic discourse. Lawyers and law-makers cannot make individuals participate, and it would be undesirable and detrimental for them to do so. Remember Habermas in his ideal public sphere requires that ‘any participant may introduce any assertion into discourse’. In other words it is not for us to decide what speech is valid. A discussion of the love life of a celebrity or sports personality is as valid as a discussion of fiscal policy.
What lawyers and law-makers must do is to allow participants to participate in the digital public sphere. This is a major challenge information law will face in the next ten years. As we have seen in this chapter it involves engagement with two distinct issues. The first is civic engagement between the state and its citizens. The UK government has already invested heavily in this arena but further challenges will continue to require to be met. Further, despite its successes to date, the government still needs to overcome issues of engagement, in particular with younger citizens. As turn-out at elections remains low the government may have to revisit questions of e-voting within the next five to ten years including questions of data security and allied costs. The second issue is deliberative discourse between citizens. The digital public sphere offers unparalleled opportunities for individuals to communicate with others across greater distances and in greater numbers than at any previous point in human history. This is a great opportunity. But an unregulated digital public sphere risks being taken over by forms of speech we traditionally view as harmful: defamation, unsolicited commercial communications and harassment. We must ensure that while the power of the individual to contribute to the digital public sphere is properly supported, action is taken to protect the interests of individuals to engage in discourse securely, privately if desired, and without the interference of harmful speech. Striking this balance may prove to be the greatest challenge for law in the information society in the next ten years.
Test Questions
Question 1
Should bloggers be allowed to post content anonymously? Is it not an essential part of the concept of the public sphere that people can be identified and made accountable for what they say?
Question 2
The internet provides the perfect crucible for Habermas’s Three ‘Universals’ for Ideal Speech. It is therefore the ideal public sphere.
Discuss.
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